Workstation Setup for VISCO - 2017

1. Go to Computer/Local Disk (C:) - Add a new Folder VISTemplates.

2. Internet Explorer — Internet Options/Security, Click on Trusted Sites, then Sites
[temet Options [ 2 [t

| General ‘ Security |Prwacy | Content | Connections | Programs | Advanced |

Select a zone to view or change security settings.
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/' This zone contains websites that you [
@ trustnot to damage your computer or
your files.
‘You have websites in this zone,

Security level for this zone

Custom
Custom settings.
7o change the settings, dick Custom level.
-To use the recommended settings, click Default level.

[T1Enable Protected Mode (requires restarting Internet Explorer)

[ customlevel... | [ Defaultlevel |

[ Resctall zones to defaullevel

OK Cancel ‘ Appl

3. For WebService installs, type in https://www.viscowebservice, then click on Add, the Close.
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Trusted sites

4 You can add and remove websites from this zone, All websites in

*" this zone will use the zone's security settings,

Add this website to the zone:
https://mww.viscowebservice.com { Add

Websites:

[7Require server verification (https:) for all sites in this zone

Close

4. For Network installs, type in the network address, then click on Add, then Close.
5. On the same tab, at the bottom, Choose Custom Level. Click on Enable for the following choices:

e Allow Scriptlets

e Download signed ActiveX controls

o Download unsigned ActiveX controls

o Initialize and script ActiveX controls not marked as safe for scripting
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*Takes effect after you restart your computer

Reset custom settings

Resetio: [ Medim (defoul) v [ Reset.. |

[ O ] [ Cancel |
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Then, choose OK. You may be prompted, “Are you sure you want to make the following changes?”, click OK.

6. Under the Privacy tab, uncheck the Turn on Pop-up Blocker. Then click OK.
| Internet Options IM

I | General I Security | Privacy |Cuntent | Connections I Programs l Advanced! I

Settings —
Select & setting for the Internet zane.
Medium

- Blocks third-party cookies that do not have a compact

privacy policy

- Blocks third-party cookies that save information that can
= be used to contact you without your explicit consent

- Reestricts first-party cookies that save information that

can be used to contact you withaut your implict consent

| Sites: ]| Import ]l Advanced |

Location -

[l Never allow websites to request your Clear Sites.

physical location
Pop-up Blocker

" | Turn on Pop-up Blocker

InPrivate -

|| pisable toolbars and extensions when InPrivate Erowsing starts

OK Cancel Aoply

7. Open MS Excel, Choose Options. Then choose Trust Center, Trust Center Settings.
On the left hand side, choose ActiveX Settings, choose Enable all Controls without restrictions and without
prompting. Uncheck Safe Mode.
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ActiveX Settings for all Office Applications
Trusted Lo
(@ Disable all controls without netification
Trusted Documents

Prompt me before enabling Unsafe for Initialization (UFI) controls with additional restrictions and Safe for
Trusted App Catalogs Initialization (SF]) controls with minimal restrictions. fl
Add-ins Prompt me before enabling all contrals with minimal restrictions
. @ Enable ol centrols without restrictions and without prompting (not recommended; potentially dangerous
BRI centrels can run)

Macro Settings

[7] safe mode (helps limit the control's access to your computer) I

File Block Settings

Privacy Options

CoJ [oma)

On the left hand side, choose Macro Settings, Enable all macros. Check Trust access to the VBA project.
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Trusted Publishers

Macro Settings
Trusted Locations
) Disable all macros without notification
Trusted Documents v

Disable all macros with notification

Trusted App Catilags © Disable all macros except digitally signed macros I

Add-ins ® Enable all macres (not recommended; potentially dangerous code can run)
AdtiveX s :
tiveX Setting Do Matre Settags I
Macre Setfings
[¥] Trust access to the VBA project object modsl
Protected View !

Message Bar
External Content
File Block Settings

Privacy Options

[ ok ][ cancel

On the left hand side, choose External Content. Then choose Enable all Data Connections.
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Trusted Publishers

Security settings for Data Connections
Trusted Locations
® Enable sll Dsta Connections (ot recommended)
Trusted Documents
Prompt user about Data Connections
TSt A Catilgs f
Trised App e Disable all Data Connections
Add-ins
Security settings for Workbook Links
ActiveX Settings
I Enable utomatic update for all Warkbook Links (not recommended)
Macro Settings
Prompt user on automatic update for Workbook Links
Protected View i
@ Disable automatic update of Workbook Links

Message Bar
Externs| Content
File Block Settings

Privacy Options
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If you have MS Excel 2013, 2016 or 2017, choose Protected View and make certain that all checkboxes are
unchecked.

Then click Ok, Ok and close MS Excel.

You may want to add your VISCO install to Internet Explorer Favorites or as a shortcut to your desktop.

You may need to change your Compatibility View Settings for documents to generate. In Internet Explorer, you
will go to the little gear in the upper right hand corner of your toolbar, choose Compatibility View Settings. (this
may also appear on the toolbar under “Tools”) When the window comes up, you will enter your web address
for hosted applications or your server address for network installs. Choose Add and then close the window.




Compatibility View Settings ot

m Change Compatbility View Settings

Add this website:
| wiww.viscowebservicel | | Add

Websites you've added to Compatibility View:

Rurngee

[vﬂ Display Intranet sites in Compatibility View
Use Microsoft compatibility lists

Learn more by reading the Internet Explorer prvaecy statement

Close

Compatibility View Settings x

. E:l Change Compatibility View Settings

¥,
Add this website:
[ Add
Websites you've added to Compatibility Wiew:

wwwe viscowebservice Tarnaye

|#] Display Intranat sites in Compatibility View

Use Microsoft compatibility lists
Learn more by reading the Internet Explorer privacy statement
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